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Brody, Peter, Jenny Craven, and Shelagh 
Fisher. Extremism and the Internet. 
Manchester, Eng.: Centre for Research 
in Library & Information Manage
ment, Manchester Metropolitan Uni
versity (British Library Research & 
Innovation Report, 145), 1999. 95p. 
(ISBN 0-9535-3430-8). 

This thorough report will make interest
ing reading for American librarians, es
pecially for its comparative discussion of 
the issues as they are viewed from the 
United Kingdom and the European Union 
and contrasted with the United States. As 
opposed to the U.S., the U.K. (and its li
brary association) does not have written 
constitutions and thus has no Bill of 
Rights. Although there is evident contro
versy in the U.S. over filtering, there is 
much clarity in our Library Bill of Rights 
and its various interpretations. The U.K.’s 
library association has a number of policy 
statements that apply, but it appears that 
they lack the kind of legitimacy that 
comes from a constitutional framework.

 The authors viewed more than one 
hundred extremist Web sites of organi
zations extolling hate, racism and white 
supremacy, homophobia, and fascism. 
Various groups that monitor these sites 
describe a universe of up to 600 sites, and 
the number keeps growing. One inter
esting insight is that the authors found 
most of these sites were quite sophisti
cated and did not include overt messages 
inciting racial violence. This made the 
messages more appealing to young and 
impressionable Web surfers. The authors 
also found that U.S. white power groups 
predominate. The report covers both le
gal and technical issues, describes how 
libraries are trying to deal with the prob
lems, summarizes findings, and makes 
recommendations for future research. 
There is also a selected bibliography.

 Some years ago, Progressive Librarian 
called for articles on the effect of new 

technologies on librarianship 
and society at large. The editors 
gave my brief response (sum
mer 1992) the title, “Liberation 
Technology” (although they 
should have added a question 
mark). My point was that new 
electronic technologies provided a new 
organizing space for progressive oppo
sition movements, including e-mail dur
ing the coup attempt against Gorbachev 
in the Soviet Union and faxes sent sup
porting the students at Tiananmen 
Square in Beijing. This report makes the 
same argument for the opposite politi
cal direction. Extremist groups are able 
to bypass national laws to get their mes
sages out. For example, both Germany 
and France have laws prohibiting mate
rial denying the Holocaust, but Web sites 
in other European countries effectively 
go around such laws. The report also 
addresses the possibility of international 
treaties to harmonize national practices 
but holds out little chance for success due 
to diverse national situations.

 National regulation, self-regulation, 
filtering, labeling, and encryption are 
discussed. Filtering is called a “blunt
edged tool” because it always blocks too 
much. The U.S. Library Bill of Rights is 
against labeling, although labeling is be
coming more widespread. Encryption 
plays no role because it counters the hate 
groups’ needs to reach a wider audience.

 The discussion of censorship notes the 
need to balance the right of unrestricted 
access with responsibilities to the commu
nities served and quotes Mason’s conclu
sion that “We are struggling to solve a 
radically new problem with old para
digms.” This reviewer would like to ask 
who among us would be completely com
fortable in criticizing (the ineffective) Ger
man and French Holocaust denial laws? 
Should we be upset if Cambodia and East 
Timor followed Germany and France? 

169 



 

170 College & Research Libraries March 2000

 This surprisingly reminds one of the 
debates on library sanctions against South 
Africa. The Social Responsibilities Round 
Table Guidelines adopted by many ALA 
groups noted in section 2.3: “As profession
als, we must strive to balance our meth
ods to promote the free flow of informa
tion with work activities that are morally 
and politically responsible.” However, the 
1990 ALA membership meeting adopted 
the guidelines with the following change 
to meet intellectual freedom concerns: “We 
note that the lack of the free flow of infor
mation to and from the mass democratic 
organizations and anti-apartheid institu
tions in South Africa has inhibited the evo
lution of South African democracy” (1990 
Membership Document #4). Intellectual 
freedom advocates argued that the poten
tial harm resulting from free flow of infor
mation to apartheid institutions must be 
tolerated to uphold a higher moral pur
pose. However, one must wonder how this 
applies to the extreme, but real, case of 
nuclear bomb information that was trans
ferred to the apartheid regime. Or put it 
this way, should a reference librarian give 
a skinhead a freely available manual for 
bomb making, or should such information 
be freely available on a skinhead Web site?

 One common way to deal with these 
problems is to adopt acceptable use poli
cies. This report gives a number of ex
amples, and here we see real differences 
between the U.K. and the U.S.; typical 
U.K. policies are much more restrictive 
than U.S. policies. For example, from the 
Suffolk County Council: “We will not 
censor access to information (any more 
than we do for books) but you may not 
look at information which may contra
vene the law.” And, “If we know of 
sources of such material we will make 
them inaccessible so that they cannot be 
found through our terminals.”

 The report concludes with the follow
ing nonconsecutive contradictory para
graphs: 

Even so, there must be limits. Just 
as society will not tolerate the use 
of the Internet to promote child por

nography, there must be some ex
tremist content which is simply un
acceptable. The promotion of ha
tred, especially against vulnerable 
minorities, and incitement to vio
lence have no place in a democratic 
society. Libraries are at the forefront 
of this dilemma: just where should 
the line be drawn? 

And, 

In the final analysis, librarians can 
ensure users are aware of the dan
gers, but they cannot make ethical 
decisions for them. Attempting to 
control the material people access 
would deny them the right to see 
both sides of an argument, and the 
freedom to judge for themselves.

 An intervening paragraph advocates 
open access to the Internet, acceptable 
use policies, and lists of positive and use
ful Web sites, but the authors do not draw 
any lines. Where our core values conflict, 
we may not be able to fine-tune such 
policies, but we must have tools to ap
proach specific situations in a logical 
manner. Perhaps the debate on boycott
ing the apartheid regime in South Africa 
has provided that tool. Whether in the 
U.K., Ghana, Thailand, or Brazil, we need 
to balance intellectual freedom with so
cial responsibility. Each library associa
tion, government body, library, and li
brarian will have to figure out how to 
implement such balance depending on 
the local context.—Alfred Kagan, Univer-
sity of Illinois-Urbana. 

Brosnan, Mark J. Technophobia: The Psy-
chological Impact of Information Technol-
ogy. London and New York: Routledge, 
1998. 220p. $75 cloth (ISBN 0-4151
3596-6); $22.99 paper (ISBN 0-4151
3597-4). LC 97-39321. 

This book is not the book I thought it 
would be. I had mistakenly assumed 
from the title that it would relate directly 
to the library profession, imparting sage 
advice on how to help both users and 


