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ABSTRACT

Wireless sensor networks (WSN) aim to develop a smart city based on sensing environment. The routing protocols of WSN are important 
to transfer the data in smart cities since sensor nodes have limited power and transmission range. The aim of this research is to enhance 
WSN routing protocols based on proposed cross-layer interaction between physical layer and network layer also a proposed routing 
table information of wireless sensor nodes is developed to consider the transmission power of neighbor’s nodes to determine the next 
hop. Cross-layer interaction provides a useful information and effective adaptation for WSN routing protocols. As a result, the proposed 
routing protocol shows an improvement in network performance when number of intermediate nodes is minimized.
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INTRODUCTION

Wireless sensor networks (WSNs) are under growth and 
revolution technology in wireless communication since 
it is the most widely used in smart cities to monitor 

or to sense the environment.[1,2] There are two types of wireless 
sensor nodes: Fixed wireless sensor nodes and mobile wireless 
sensor nodes. In fixed wireless sensor nodes, the nodes are placed 
in strategic and suitable positions while, in mobile wireless sensor 
nodes, the nodes are moving and sensing for data collection.[3,4]

Wireless sensor nodes have different applications that are 
used on land, underground or under water or even in human body 
and each one of them face different problems and challenges.[5,6]

WSNs can be classified into homogeneous (identical 
mobile sensor nodes) and heterogeneous (different abilities in 
node property).[7,8]

The traditional layered approach concerning OSI layered 
model is not suitable to be used in the mobile wireless sensor 
nodes design due to the unstable conditions of mobile nodes and 
wireless links reliability changing. The dynamic environment 
performance can be improved by considering cross interaction 
between the layers. These cross-layer interactions provide an 
exchange information to control the dynamic environment 
and will allow improvement of network performance.[9]

In this research, an interaction of the physical layer with 
the network layer is used with different parameters that result 
in a new physical-network cross-layer design, the new physical-
network cross-layer design is elaborated to implement the 
proposed WSNs routing protocol that will effect and improve 
network performance.

The main contributions of this research are as follows:
1. Design an efficient routing protocol for WSNs with reliable 

intermediate nodes that participate in the routing process.
2. The development of a new structure for wireless sensor 

nodes routing table to consider cross-layer interaction 
parameters.

3. Minimize the flooding problem when sending information 
from source to destination.

The remainder of this research will be as follows. We 
present some of the work related to WSNs concepts; we 
present the WSN routing protocols based on cross-layer 
interaction; we evaluate the proposed routing protocol in an 
urban scenario; and finally, we conclude this work.

LITERATURE REVIEW

In the literature, WSNs use routing protocols with cross-layer 
interaction to exchange information over wireless sensor 
nodes to find the path from source to destination.
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Urmila et al.[9] proposed a cross-layer design with fewer 
intermediate sensor nodes and keep others in the sleep mode 
to maximize the lifetime of sensor nodes and to manage sensor 
node energy efficiently.

Azlan et al.[10] proposed a cross layer design of medium 
access control MAC and routing, to deliver sensing data 
from wireless sensor nodes to the sink. When wireless sensor 
node has data to transmit, it broadcasts the packets to all its 
neighbors, and this will affect the efficiency of the routing 
algorithm when flooding problem will happen.

Nabil et al.[11] used cross-layer design parameters and 
exchanged between different layers to ensure efficient use of 
energy. The stored energy system is used to take decisions for 
the wireless sensor node state and then in the routing protocol.

MOBILE WIRELESS SENSOR NODE 
ARCHITECTURE

In general, wireless sensor node architecture includes 
processing unit, sensing unit, power unit, and transceiver unit 
while mobile wireless sensor nodes have additional unit relate 
to positioning, mobility, and power generation, as shown in 
Figure 1.[12,13] In Jung et al.,[14] they developed a sensor node 
hardware that has processor of 8 MHz, RAM of 8 KB, and 
storage of 116 KB, the nodes are limited in its specification 
due to their small size.

UNDERSTANDING TRANSMIT POWER OF 
WIRELESS SENSOR NODE

In WSNs, use the radio frequency (RF) signals for transceiver 
unit in wireless sensor nodes. Wireless sensor nodes transceiver 
operates at the high frequencies and high sampling rates to 
have specific RF signal processing.[15,16] The distance that a RF 
signal can be transmitted depends on several hardware factors 
of wireless sensor nodes, includes:
1. Transmitter power: The power of the signal is measured 

in dBm (decibels) or mW (mill watts).[17]

2. Cable losses between the transmitter and its antenna and 
cable losses between the receiver and its antenna.[18,19]

3. Antenna gain of the transmitter and receiving antenna 
gain.[18,20]

4. Localization of the two antennas: The distance between 
sender and receiver is important and a better data 
transfer will be gain when there are no obstacles between 
both antennas and when both antennas are in line of 

sight. Free space path loss problem refers to power lost, it 
happened when energy of RF disperses into the air.[21]

5. Receiver sensitivity: Receiver sensitivity is the minimum signal 
power level that is necessary for the receiver to accurately 
decode a given signal it is measured in dBm or mW.[18]

PROPOSED WSN ROUTING PROTOCOLS 
BASED ON CROSS LAYER INTERACTION

Flooding in network is the process of broadcasting packets 
form one node to all other nodes. In WSN routing protocols, 
the wireless sensor node broadcasts the receiving packet to 
discover the route to all neighbors, in which each intermediate 
wireless sensor node will rebroadcast the packet again that 
will cause a broadcasting storm and a flooding problem.[22]

Based on these analyzes, we propose a new protocol 
which interacts between the different layers: Physical layer 
and network layer, at the aim of: Improving the routing 
protocol and minimizing the broadcasting storm problem for 
intermediate nodes.

The transmit power range of the sensor node is a 
parameter that will be considered from the physical layer to 
be crossed to network layer. This parameter will affect the 
performance of the network layer and the proposed routing 
protocol, as shown in Figure 2. A new routing algorithm is 
proposed and implemented to send information from source 
to destination with minimum number of intermediate nodes.

Communication link in wireless sensor node will has unreliable 
wireless link, unreliable links need to prevent from the use.[19,23]

The wireless sensor node will detect all the neighbor 
nodes to find next hop to send the information, as shown 
in Figure 3, where S0 coverage area and its neighbors S1, S2, 
and S3 are detected (S4 is outside its range). The routing table 
will be updated whenever the wireless sensor node is moving 
from point to point or every t-time and the next hop will be 
chosen according to the maximum transmit power range and 
transmission direction to reach to the destination.

The proposed routing table structure needs to be 
developed to consider the physical layer parameter (Transmit 
power range of wireless sensor node), as shown in Table 1:

Network Layer

Physical Layer

The proposed routing protocol for wireless sensor
networks considering physical layer parameter 

for selective flooding

The power range of the wireless sensor nodes

Figure 2: The proposed physical-network cross-layer parametersFigure 1: Architecture of the mobile wireless sensor node
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According to the proposed routing table for wireless 
sensor node S0 that is shown in Table 1, the next hop to be 
selected will be the wireless sensor nodes: S1 or S3 since they 
have high power range relate to S0.

Algorithm 1: Proposed WSN Routing Protocols

Input:

Source wireless sensor node (S), destination wireless 
sensor node (D), and

Transmit power range of (T) wireless sensor nodes (N)

Output:

Path from (S) node to (D) node and updated routing table

Begin

For each wireless sensor node in the region N

Discover neighbor wireless sensor nodes

Get transmit power range for each neighbor wireless 
sensor node by exchanges information every 3 s

If D = neighbor wireless sensor nodes

Send data from S to D

Else

Find next hop with the higher transmit power range T 
from the neighbor wireless sensor nodes to send data

Update the routing table with next hop and new transmit 
power range from the neighbor wireless sensor nodes

End

IMPLEMENTATION AND RESULTS

In this section, we present the implementation of the proposed 
WSN routing protocols using MATLAB R2016a (9.0.0.341360). 
We proposed a heterogeneous mobile wireless sensor node, 
where the sensor nodes are mobile and have a different 
hardware specification that relates to transmit power and 
energy management.

The evaluation of the results is shown as line plots 
using pyplot module of matplotlib library in Python 
programming language. For this purpose, Python 3.8 was 
used.

Figure 4 shows neighbors’ discovery of sensor nodes. We 
observed that proposed selective flooding based on cross-
layer interaction shows better performance compared to 
broadcasting to all neighbors since fewer number of neighbors 
for sensor nodes will deliver packets over routing protocols 
because only high power transmit wireless sensor node will be 
considered in routing protocols.

Table 1: Proposed routing table for wireless sensor node S0

Wireless sensor 
node (WSN)

Transmit power range 
of wireless sensor node

Next hop

S1 High S1

S2 Medium -

S3 High S3

S4 Low -

S3

S0

S1
S2

S4

Coverage Areas of S0

Figure 3: Coverage area of wireless sensor node S0 and neighbor 
nodes.      - Wireless sensor node,        - Wireless link

Figure 4: Compares neighbors’ discovery of sensor nodes of broadcasting flooding with proposed selective flooding based on cross-layer 
interaction

S0
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CONCLUSION

In this research, we propose a new routing table is updated 
with physical layer parameter relate to power range of wireless 
sensor nodes that aimed to enhance the reliability of WSN 
routing protocol.

The proposed cross-layer interaction of WSN routing 
protocols will minimize the number of sensor nodes that 
will deliver the packets in routing protocol when selective 
forwarding neighbors with the high power range will 
participate in routing compared to broadcasting flooding of 
packets to all neighbors. Furthermore, reliable transmission 
in routing protocol will improve the performance of WSNs 
when weak power range of wireless sensor nodes will not be 
considered to be as an intermediate node in routing.
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